


Instructions:
Give stakeholders a 1-page overview of the problem and solution. (See example on 
Slide 8.)



Instructions: 
Add relevant information about Constraints, Considerations, and Gaps to bolster your recommendation 
Scripting Advice
Be clear and concise. Do not over promise or state your recommendations will result in absolute 
protection. 

(See example on Slide 9.)



Instructions:
1 - Add the specific steps you need to complete in order to move the capability scaling 
to the targeted level.
2 - Add the details around your anticipated time horizon and investment. Icons for 
financial, time, and personnel effort give a visual impact of the anticipated investment.
Scripting Advice:
Acknowledge that not all investments are financial. Furthermore, being that controls 
maturity is tied to the breadth of coverage, process rigor and the strength of 
protection, there are other non-financial levers to pull to move the needle.
Acknowledge that there is no such thing as perfect or indefensible protection, and that 
by considering these actions you a lower risk.
Cybersecurity is a business decision. The board and executives could forgo this plan, 
and most will be willing to accept the consequences.

(See example on Slide 10.)



Instructions:
When reporting a risk found in your Black Kite dashboard, grab a screenshot of the 
OpenFAIR risk quantification screen to emphasize the business risk of not taking 
action. Include any other data points that will help your stakeholders understand what 
is at risk. 

(See example on Slide 11.)



Instructions:
Let your board members know exactly what you are asking them to do.

(See example on Slide 12.)














