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DUNS: 08-1054873 Black Kite is a non-intrusive intelligence-gathering platform that identifies critical
CAGE: 81FGO vulnerabilities, pinpoints compliance gaps, quantifies cyber risk in financial terms
UEID: .SWU8TLAVC1 65 and can detect the likelihood of a ransomware attack with high fidelity data.
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